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Paciupenne TLS 1.3: extended key update
Ilpoonema

[Ipotrokon  Transport  Layer  Security (TLS) mo3Bosmsier  oOecrneuuThb
KOH(PUACHIIMAIBHOCTb, IEJIOCTHOCTh M AyTEHTUYHOCTh IEpEeAaBacMbIX JIaHHBIX.
HecmoTpst Ha BakHBIE YCOBEPIIEHCTBOBAHUSI, B OpUTHHANBbHON crienudukanuu TLS
1.3 crangaptubeiii  mexanusm oOHoBienust (Key Update) He mpenmonaraer
UCIONIb30BaHus JonoiaHuTenbHor >HTponuu (Fresh Entropy) uepe3 HOBbINE 0OMeH
KJIIOYaMH{, YTO OrPaHMYMBAET €ro MPUMEHUMOCTh B CIEHAPUSAX C JUIUTEIbHBIMU
ceccusiMu. B oTBeT Ha Takue orpaHu4eHUs ObLI pa3pabdoTaH MPOEKT PACHIUPEHUS MO
HazBaaneMm extended key update, 1enpl0 KOTOpOTO SBISETCS TPENOCTABICHUE
MEXaHHM3Ma 3alIUThl OT YTeHUs "Brepen’ (BOCCTAHOBIEHUE MOCIIE KOMIIOPOMETALIHH,
Post-Compromise Security) myrem ucrnosib3oBaHusi npotokona uddpu--Xenamana
py OOHOBJIEHUH KITFOUEH.

CrangapTHpli MexaHu3Mm oOHOBieHHs kiroueid B TLS 1.3 mo3Bomser cropoHam
OOHOBJISITh CUMMETPUYHBIC KITFOUM, HWCIIOJIb3yeMbIE IS 3allUThl JTAHHBIX IOCIE
3aBepiieHuss Handshake-ga3pl. OgHako 3TOT MeXaHU3M OCHOBAaH Ha IPOU3BOAHOM
MPEeIbIYIUX KIIOYeH W HE BKIIOYaeT B ceOs JIOMOJHUTEIBHOW SHTPOIHH, YTO
O3HAYaeT, 4YTO KOMIIPOMETAIUsl TEKYIIUX KJIIOYEeH MOXKET MOCTaBUTh MOJ yTPo3y BCe
MOCJIETYIOUIUE KITIOUM U 3aIUTY CECCUU. DTO OCOOEHHO aKTyaldbHO AJI TEXHOJIOTUH
C JIOJITOXKUBYIIUMH CECCUSIMU, Takux kKak uHTepHET Bemiel (IoT).

Konuyenm pewienusn

Pacmmmpenne extended key update mnpemmaraer MexaHu3M OOHOBJICHUS KITHOUEH,
BKJTFOUYAIOIIIMY HOBBIN OOMEH KIIFouaMu Ha OcHOBE mpoTokona Juddu-Xemnnmmana, 94to
MO3BOJISIET J00aBUTH DSHTPONHUI0O W BOCCTAHOBUTH 0OE30MaCHOCTh JaXKe TIOCIe
BPEMEHHON KOMITPOMETAITNU TEKYIUX Kirouel Tpaduka. Maes 3axmrodaercs B TOM,
YTO CTOPOHBI CECCHUU TEPUOAMYECCKA WHUIMHUPYIOT OOMEH HOBBIMHU KITIOYaMH B
aKTUBHOM ceccUM, aHaJIOTM4YHO TMepBoHadaibHOMYy Handshake-oomeny, HO 06€3
HEO0OXOIMMOCTH TIPEPHIBaTh CYIISCTBYIONINE 3aIUINEHHBIC KaHAIbl WA TTOBTOPHO
BBINTOJHATHL Bech Handshake.

OcHoBHas ICJIb TAKOro MCXaHHM3Ma - OI'PAHMYHUTb BPCMCHHOC OKHO I[GP'ICTBHH
CKOMITPOMCTHPOBAaHHBIX KJII0Yel U 3aCTaBUTh MOTCHOMWAJIBHOI'O 3JIOYMBIINIJICHHHKA
MNPpOBOAUTH HOBBLIC AKTHMBHBIC dATAKW IOJIA KAXKAOI0 HUKIIA OOHOBJICHUS KJ'IIO‘IGIZ, qT0
3HAYUTCIIbHO ITOBBIIIIACT CTOUMOCTD U CJIOKHOCTH aTaKH B IICJIIOM.

Jemanu pewenusn

O6a ydacTHHMKa CECCHHM JOTOBApUBAIOTCS O MOJICPKKE pACIIUPEHUs €II€ Ha dTare
ClientHello u EncryptedExtensions, ucnons3yst mexanusm TLS-¢maros. Eciiu cepsep



He nojyepkuBaeT pacmmpenue extended key update, Torma o urHopupyert duar u

WCIIOJIb3YET CTaHAAPTHBIN MeXaHu3M 0OHoBIeHUs Kiroued B TLS 1.3.

Pacmupenue omnpenensier HoBbiii Tun Handshake-coobmenus ExtendedKeyUpdate

(EKU), koTopblii BKJIFOYAET TPH MOATHIIA:

key update request — HHUIIMUPYET OOMEH HOBBIM KIIFOUE€BBIM MaTepHUAIOM U
comepxkutT cTpykTypy KeyShareEntry, kak u B o0biuHoM Handshake st
ooMena DH-km1rouamu;

key update response — oTBeT Ha 3amnpoc, Takxke conepxkut KeyShareEntry;

new key update — cmyxeOHOE coOOOIEHHE I TEePEKIIFOUCHHS Ha HOBBIC
KJTIIOYM TIOCJIE YCTIEUTHOTO 0OMEHa.

KEDKI[OG COO6HICHI/I€ IIOAIINCBIBACTCS NJIN IHI/I(l)pyeTCSI B KOHTCKCTC TCKYIIIUX KJIIO‘ICﬁ,

yTO 00€ECIIEYNBAET LIEIOCTHOCTH, OOMEHA.

[Ipomiecc pabotel pacmmpenus extended key update wmoxHO paznenuTs Ha

HCCKOJIBKO IIaroB:

1.

Cropona A: Muunmarop (KJIMEHT WM CEpPBEpP) T€HEPUPYET OJHOPA30BBIN
OoTKpbIThIA K04 W ormpasisier cooOumenue EKU(key update request) ¢
JTaHHBIMU KiTtoua B cTpykType KeyShareEntry.

Cropona B: IlomyunB coobmenne EKU(key update request), oTBeudaer
coobuenuem EKU(key update response) co CBOMM OIHOPA30BbIM OTKPBITHIM
kiouom B KeyShareEntry. Ilocne ornpaBiaeHuss cooOIIeHHsT CTOpOHA
BbIuKcIAeT o0muid cexpet (Shared Secret) Ha OCHOBE JIByX OTKPBITBIX KIHOUEH,
MIOCJIC Yero BBHIYUCIIACT HOBBIE MogunHEéHHbIC Kitoun (Traffic Secrets).

Cropona A: Ilomywaer EKU(key update response), Bbumciser oOmun
CEKpET, MOCJE YEero BBIYUCIISCT HOBBIC MOMYMHEHHBIC KIIOYM W OTIPABISICT
nyctoe coobmenne EKU(new key update), curHaamsupyss O TOTOBHOCTHU
MIEPEKITIOYNTHCSI Ha HOBBIE Kitoud. [locie oTmpaBKM COOOIIEHHS CTOpOHA
OOHOBJIIET COOCTBEHHBIC KITIOYH 3aIHUCH.

Cropona B: TIlocne momyuenmss EKU(new key update) oOHOBiIsieT cBou
KITFOUH YTCHUS, 3areM OTIIPABIISET UHUIHATOPY cooO1eHne
EKU(new_ key update). [Tociie ornpaBku cooOiieHusi OOHOBISIET CBOU KITIOUU
3aITnCH.

Cropona A: OKoOHYAaTelIbHO OOHOBISET CBOM KIIOYM YTEHHS W Ha STOM
3aBepIIacT aIrOpPUTM OOHOBIICHHE KITIOUCH.

AJIFOpI/ITM IMOCTPOCHUA KJIIOUeH PaClInpPCHUA BKIHOYACT B ceOs:

1.

['eneparust HoBoro ryaBHOro cekpera (Main Secret, Master Secret). HoBblit
IJIaBHBIA CEKpET (POpMUpPYETCS HAa OCHOBE JIBYX KOMIIOHEHTOB: NMPOU3BOJHOE
3HaY€HUE OT MPEAbIAYIIEro IJIABHOIO ceKpera (MCHoJb3yeTcs Kak “‘coiib’) |



oOITuil CeKpeT MOyYeHHBIN B pe3yibTaTe npoTokona Juddu-Xenmmana. Ita
ornepatus BoinosHsAeTcs ¢ nomouisio pynkunn HKDF-Extract.

[IpuBsizka k KoHTekcTy. Ha odrame BblUMCIEHHS IOAYMHEHHBIX KIIFOYEH
IPOUCXOJUT MpUBS3Ka K ucTopur oOMeHa. B ¢ynkumio Derive-Secret B
KauecTBE KOHTEKCTa IepefaéTcss KOHKaTeHalus cooOueHuid oOMeHa
EKU(key update request) u EKU(key update response). OTo rapantupyer
LEJIOCTHOCTh CECCHUU, TaK KAaK MTOTOBbIE KIIOYM HEPAa3pbhIBHO CBS3aHBI C
KOHKPETHBIMU COOOIIEHUSIMH, KOTOPHIMH OOMEHSUIMCh CTOpoHbl. Ha ocHoBe
ATUX KIIIOYEW CTPOST KJIKOYM 3alUThl NPUKIAIHBIX JaHHBIX, KaK OIMCAHO B
crangapte nporokosa TLS 1.3.

Hononnumenvno

Ha moMmeHT Hanmucanusi pedepara 3TO pacUIMpEeHHE HaXOIuTCa B craryce “Active

Internet-Draft”, emy ne npucoen Homep RFC u B Oynymiem onvcanue paciimpeHus

MOXKCT U3MCHUTLHCA.
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